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What is contextual safeguarding?
Contextual Safeguarding is applicable to a wide range of risks which can 

potentially cause significant harm to children where the prime cause of harm is outside of the family. 

This list isn’t exhaustive but includes:

• peer on peer and relationship abuse

• criminal/ sexual exploitation/ online abuse

• missing episodes

• risks associated with gangs

• risks associated with radicalisation

• safeguarding risks in public spaces

• trafficking and modern slavery

A Contextual Safeguarding approach aims to disrupt harmful extra-familial contexts rather than 

move children away from them. The approach seeks to identify the ways in which professionals, 

adults and children can change the social conditions of environments in which abuse has occurred. 

This means including these extra-familial contexts as part of any assessment that takes place. OFFICIAL



What do children think contextual 
safeguarding is:

Neighbourhood

• Knife crime

• Attacks

• Dealing drugs

• Stealing

• Forced to sell drugs

• Fighting

• Forced to shot (deal drugs)

• Get jumped

• Knife crime (cheffed up)

• Forced to sleep in a trap gaff (house where drugs are being 
made / packaged)

• Recruiting / being recruited

• Watching crop (cannabis plants)

• Forced to go on a graft  (e.g. stealing / raiding a house)

• forced to jump people

In School

• Mental  abuse which can lead to mental 
health problems

• Physical abuse

• Stealing

• Aggressive behaviour

• Dealing drugs

• Bullying

• Felt up

• Upskirted

Understanding and responding to young people's experiences of harm and harassment 

(including online, sexual, physical, emotional) when this happens beyond their families (e.g. in 

friendships, out and about etc (Sandbach High School)

Understanding that relationships other than family can bring harm to young people and even 

death or self harm. Impacts can be seen in family breakdown. (The Fermain Academy)                                                                          
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Young people’s definition cont’d …

Online

• Horrible comments

• Cyber bullying

• Can lead to sexual abuse

• Catfish

• Sugar daddy (offered money to send pictures 

e.g. of feet, or names of other girls who might 

send pictures to earn money – the students felt 

this was perfectly fine and completely 

harmless and would not dream of reporting 

anyone to the police for this activity)

• Nudes

• Videos and pictures of you

• Scams e.g. financial

• Groomed

Impacts on family relationships

• Need to stay hidden (e.g. if stolen something 

hide the activity form the parents – keep 

secrets)

• Rather be with mates than family

• Stop talking to family

• Arguments

• Changes how you react to the family

• Has a major impact on the parents 

• Ruins trust

• All depends on the parents

OFFICIAL



Digital Safeguarding
What we think you should know.

Disclaimer
Some of the content we will share is upsetting.

If you need to leave at any time please do so.
We are available after the meeting to offer any help or support we 

can.



Set boundaries – what -when –where –how long

• You choose the apps your child has.
• You choose when your child has a device.
• You choose where they use it. It is advised being away from the 

bedroom/isolation is best.
• You set times when they can have a device.



How your child may try to get around your boundaries
• Change time zone to access apps.
• Hide apps
• Case connected to charger but phone with them.
• Face authorisation without knowledge to download.
• They may have multiple devices.



Should your child have a device or smart 
phone?



Age limits are not set for suitable age but 
when data can be tracked.

Subject to 
change as 
and when 
companies 
decide*



What are they watching?

Where is Klaus? klicksafe (English version) (youtube.com) 
Who is entering your home?  1Minute

https://www.youtube.com/watch?v=i4GKXsAOYZE


We need to explain the difference.



TikTok 

Language
Sexualisation
Drugs
Alcohol
Violence 

TikTok in China versus the United States | 60 Minutes (youtube.com)
1:23

https://www.youtube.com/watch?v=0j0xzuh-6rY


TikTok Challenges: 
• Crack an egg

• Aerosol direct onto skin

• Eat a laundry tablet

• Run in front of a car

• Skull breaker challenge

• Jeffrey Dahmer polaroid challenge

In China– under 14 can only see science experiments, education, museum content for 40 minutes a day.

• Worldwide - open 

• Career:

Worldwide – Influencer

China – astronaut 

Teen Hurt Doing 'Skullbreaker Challenge' From TikTok at School in 
Miami-Dade | NBC 6 (youtube.com)   Up to 20 sec.

https://www.youtube.com/watch?v=oZdjlZivzhQ
https://www.youtube.com/watch?v=oZdjlZivzhQ


Snapchat
50% of offences against children use this app.



WhatsApp 

Group Privacy





Be aware



AI



• Image generation
• Nude image generation
• Video generation
• Voice generation
• Music generation



AI bot – virtual friend



ROBLOX

• Horror themed
• Talk to strangers



ROBLOX Chat



Pornography and Nudes

Under 18 is illegal to make and share 
nudes.

Childline has power to remove



AI and digital footprint



What can come from digital footprint?

• https://www.youtube.com/watch?v=-r_2a064dWY 

https://www.youtube.com/watch?v=-r_2a064dWY


Device basket



What can parents do?



Monitoring





https://www.youtube.com/watch?v=0JuT43kaoUg 

https://www.youtube.com/watch?v=0JuT43kaoUg


Family link





Childline

NSPCC

NSPCC: I saw your willy – 
YouTube  
1 minute

https://www.youtube.com/watch?v=z1n9Jly3CQ8
https://www.youtube.com/watch?v=z1n9Jly3CQ8




Top tips to take home - Digital agreement
• Set boundaries 
• Know what your children are accessing.
• Be aware of digital footprint.
• Be active to be aware and show interest.
• No devices where children are alone.



Signpost:



Any Questions
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